
GDPR
New GDPR laws are here. As a Drupal developer there 

are actions you need to take and workflow 
adjustments you need to make.

GDPR and you

What to
do now

Check your machines/development environments for client database 
backups and remove.

encrypt or remove

If keeping client databases locally ensure any user data is encrypted 
or anonymised.

Are clients sending you lists of user data via email? 
Tell them to stop.

Webform submission table

Webform emails table

Commerce order table

Commerce profile tables

Commerce payment gateway callback 
tables (paypal etc)

User tables

Check for data Going forward

Ensure any future development environments 
are built using an encrypted/anonymised 
database.

If you receive user data via an email, immediately 
delete the email and any attachments.

Speak to clients about changes that need to be 
made to their sites.

stay vigilant


